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1. Overall Description:
SA3 thanks RAN2 for the LS (R2-1916467 and R2-1916461) on NR V2X security issue and PDCP SN size.

Regarding the questions in R2-1916467, SA3 would like to point out that 18bits PDCP SN size may be good enough for the groupcast/broadcast SL DRB. But for unicast, if 12bits SN size is used, this gives only 4K of packet range before the SN wrap around. To avoid key stream repetition after the wrap around, either AS keys need to be refreshed or bearer id need to change.

Regarding the question on security related fields used in AS layer, at the V2X PDCP layer, only regular PDCP fields are expected (e.g. MAC-I), no new fields required. Please note that AS security context is established by RRC layer procedures.

2. Actions:
To CT1 group.
ACTION: 	SA3 kindly asks RAN2 to take the information above into account in their future work.

3. Date of Next TSG-SA WG3 Meetings:
SA3#99	11 – 15 May 2020	Dubrovnik, Croatia
SA3#100	06 – 10 Jul 2020	Bath, GB




